Appendix 3


Protocol for handling Disclosure Certificates/Information
Disclosure certificates will only be reviewed by the University in circumstances were information has been disclosed. 
Storage and Access

· Disclosure Certificates, disclosure information and protectively marked documents issued by AccessNI will be kept securely, in lockable, non-portable, storage containers.

· Keys/combinations for the storage containers will be held securely.

· Access to Disclosure Certificates/information will be strictly controlled and limited to those who are entitled to see it as part of their duties.

Handling

· In accordance with section 124 of the Police Act 1997, Disclosure Certificates/information will only passed to those who are authorised to receive it in the course of their duties, except where the subject has given their express permission for their information to be divulged to third parties (see ‘Consent to Share’ template).  

· Records will be kept of all those to whom Disclosures Certificates/information has been revealed (see Appendix 4 of the Safeguarding Children and Vulnerable Adults Policy). 
· It is a criminal offence to pass Disclosure information to anyone who is not entitled to receive it.
· Disclosure information will only be used for the purpose for which it was requested.

Retention

· All information will be held in line with the University’s Safeguarding Privacy Notice.  

· In certain circumstances some criminal history information disclosed on a Certificate may be retained where it is required as part of an investigation, for a referral to the Disclosure and Barring Service, or where they are required by professional or other bodies.  Guidance must be sought from the Legal Services Unit before retaining any such details.  
Disposal

· Disclosure Certificates/information will be destroyed by secure means i.e. by shredding. 
· While awaiting destruction, Disclosure information will be kept in a secured receptacle (e.g. waste-bin or confidential sack).  
Compliance with this Protocol will be audited periodically.

